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El Malware 

 

Contesta a las siguientes preguntas: 

 

1. ¿Qué es el malware? 

 

2. Nombra diferentes tipos de malware. 

 

3. Nombra diferentes maneras de contraer malware. 

 

4. Nombra diferentes medidas que se pueden tomar para evitar contraer malware. 

 

5. ¿Qué es un virus informático? 

 

6. ¿Qué es un gusano informático? 

 

7. ¿Qué es un troyano? 

 

8. ¿Qué es el spyware o software espía? 

 

9. ¿Qué es el adware? 

 

10. ¿Qué es el spam o correo basura? 

 

11. ¿Qué es el pharming? 

 

12. ¿Qué es el phishing? 

 

13. ¿Qué es un keylogger? 

 

14. ¿Qué es un rootkit? 

 

15. ¿Qué es el ransomware? 

 

16. ¿Qué es el rogueware? 

 

17. ¿Qué es una puerta trasera o backdoor? 

 

18. ¿Qué es un bot? 

 

19. ¿Qué es una botnet? 
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20. ¿Qué es el crimeware? 

 

21. ¿Cuáles son las formas más habituales de contraer malware? 

 

22. ¿Qué medidas se pueden tomar para prevenir infecciones o situaciones de riesgo? 

 

23. ¿Qué herramientas de protección suelen incorporar los sistemas operativos evitar que el 

sistema pueda ser infectado por virus o que determinados programas accedan al 

ordenador de forma oculta? 

 

24. ¿Qué son los antivirus? 

 

25. ¿Qué se puede decir de la efectividad de los antivirus? 

 

26. ¿Qué son los programas antiespía? 

 

 

 


